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e Using HD-resources in SQKD provides e Showed how to reduce a two-way protocol to one

advantages. wdy.
e Proved that qudits can indeed benefit SQKD
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What is Quantum Key Distribution e Applying this proof technique to other protocols
High-dimensional SQKD offers the best key-rate so far. Proof simplification technique developed here 1s would be quite interesting.
_ authenticated channel applicable to other quantum key distribution protocols.
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